DAIMLER TRUCK

</\A1|=| ICANZN I_J Q.EE-WJ‘]'X»

Personal Information Joint Processing Agreement
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EFBLRA:

Instructions:

1L R PABREBLERYD ERERTEEBH FEPESHET/ S ERFERZEERL
BELENAEENIER.
This template of Personal Information Joint Processing Agreement is applicable to the scenarios
where Daimler Truck China Company and the supplier/partner process personal information as
joint processors.

2. ABIRFIXSE

Roles, rights and obligations

BEYRETELTHE HELIEE

Role of Daimler Truck Chinese | The Joint Processor

Company

HEE/ EERERE HEQEE

Role of supplier/partner The Joint Processor

A 3EE ALY HERE

Purposes and methods of Jointly determined

processing

REEE XPINEIBETETAE, NARPINAEHITRENE

Subject of liabilities The Joint Processors shall undertake joint and several
liabilities externally and share liabilities internally as agreed
hereunder.

BEMABR/NARHRE | £ELEELENAGEFTHEIABER, BEXHZH

= SHRAEEXBLENAGEENTARSIARME

Obtain the individual’s B

consent/the individual’s The Joint Processors need to obtain the individual’s consent to

separate consent process personal information, but do not need to specially
obtain the individual’s separate consent with respect to the
joint processing of personal information with other
processors.

HITPAGERPZEEG | A%
Carry out personal information | No need.
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protection impact assessment

BITRFIX S HAXTTAE, BRI XINFIBEEFRTE

Rights and obligations of the Agreed by the Parties, but the joint and several liabilities

Parties undertaken by each Party externally shall not be affected.
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ASIE=E

Company name

ik
Address

HIRRIPREEREKEA

Contact person for data protection and

information security
I

Tel

B HRAE

Email

ASIE=E

Company name
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Address

HRERPRIEEREBRKEA

Contact person for data protection and

information security
RIE
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L FHR S

Email




11

12

2.1

2.2

2.3

2.4
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EH

Applicability

K AAPAEELEREDEDY KH) ERAFZHAARGRERSHSRTHITE
EME R, SREHERLENAGERIHEXESR.

This Personal Information Joint Processing Agreement (this “Agreement”) shall be applicable

to the relevant activities in which Party B processes personal information jointly with Party

A in the course of providing services for Party A or cooperating with Party A.

R 1 BaRAEES CHHE 1Y) ABRGTHEEES.

Annex 1 - Data Processing Questionnaire (“Annex 17) of this Agreement shall be filled in by

both Parties.

EX
Definitions
AR
Under this Agreement:
“BIRGRIFEETEN TEERA TEN—FH, AXPAGEELE. HELX2ENEZLE

HFrEER. ZRMERIOE, BFEATRT CREARKMEDPAERRIFE. <R
HEARFAMEFRERZSE (FEARTMEMEREZE F.

“Data protection laws and regulations” means all laws, regulations and national standards
regarding personal information security, data security and cyber security applicable to either
Party, including but not limited to Personal Information Protection Law of the People's Republic
of China, Data Security Law of the People's Republic of China, Cybersecurity Law of the People's
Republic of China, etc.

‘WA RERREEIE AT AERN . HETAMI AT,

“Data protection and information security measures” mean the measures agreed in this

Agreement or required for the performance of this Agreement.
“REMEREARRNE, BFAMNZERN, TEEEEFAITERX . RITRITE
XFEEBX.

“China” means the People's Republic of China, for the purpose of this Agreement, excluding

Hong Kong Special Administrative Region, Macao Special Administrative Region and Taiwan.

“AEEEFENAGESRWE. FE £ I Fh. =B 2FF BEREESD.



2.5

2.6

2.7

2.8

3.1
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“Processing” means the collection, storage, use, processing, transmission, provision,

disclosure, deletion and other activities of personal information.

“PABREUBRFHEAEMSNICRNE2IRALETRGNNERABRNEMHESR,
FEFEERULLERNER.

“Personal information” means all kinds of information recorded electronically or by other
means relating to identified or identifiable natural persons, and shall not include information

after anonymization.

“PABRLREEFMHEPAGELIARENER . RENAEIMEARRRELE. &H
B FR. BEfRR. BELELAEMEANER.

“Personal information security incident” means unauthorized use, unauthorized or
accidental modification, damage, disclosure, tampering, loss, unauthorized transmission,

unauthorized processing, and other forms of misuse of personal information.

“WAEEH DAEBLEE BENAGRAEESHEIRELEEN. AEHH
FIZRZR. D Ao

“Processor” or “Personal information processors” means an organization or individual that
independently determines the purpose and method of processing in the personal information

processing activities.

‘HELAEE TEBETNESEBNNFMNSE, HERENAEENLEBNLAETT
MDA LMD AEELEE.

“Joint Processor” means two or more personal information processors who jointly determine
the purposes and methods of processing personal information by agreeing on their respective

rights and obligations.

RE

Confidentiality

F—HARIEXSEEADIIN THBRAREM S —HFLERN—IES T ERE. &R
RSB ZEERAERME=ZAFREHHLEE=FRIZEER, NEFERBIEEX
MEMERZEER, BNIEFBLENFIZEEERIEXFEFRENAENAR
(BREERRTEAL. KE. Wb, R85, SRRRIMES) KE, WHATHE
NEMIBIERIN

Each Party undertakes that it shall keep strictly confidential of all the information known to it
or received from the other Party hereunder. Each Party undertakes that it shall not disclose such

information to any third party and shall prevent such information from being acquired by any

6
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3.3

3.4

3.5
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third party, shall use such information only for purposes related to this Agreement and shall,
only when it is strictly necessary, disclose such information to its personnel (including but not
limited to its employees, agents, consultants, contractors, senior officers and directors) who
are obligated to comply with the confidentiality requirement, unless otherwise agreed by both

Parties in writing.
BR, ERREFREHTEATTIIER:

However, the aforesaid confidentiality undertaking shall not be applicable to the following

information:
(1) AKX, S—HEAMNERBETREXSNE=ZFEEHRIMER;

information that has been proven to have been lawfully obtained by the other Party from

a third party that is not subject to the confidentiality obligation;

(2) HEBZ—IARERAMMYXEAENBERLT, SEARARAMANHESEHA N
SRS

information that has become public knowledge or has entered into the public domain

without any violation of the obligations under this Agreement by the other Party;

(3) KX, Z—HAEMIARBSIEREFLENESR.

information that has been proven to be developed by the other Party during the

independent performance of its own work.

MR—FE—REMBRF AR BAXFETEMTUEHERIPNER, H—TKEET
EEE:3

If one Party is a financial services company and is obliged to comply with data protection
requirements of the financial industry, the other Party undertakes to comply with the same

requirements.

XT7 A RERAR B % K5 BRI A R BRI S A I E R R B X 55 FRIEHE E Y
REFE, FRENZFAREREREN SN B FEEST(E.

The Parties shall ensure their personnel to whom such information is disclosed to comply with
the same confidentiality obligation hereunder and to assume the same confidentiality
responsibility, and shall be jointly and severally liable for any breach by such personnel of their

confidentiality obligation.
EABZHNARRNEAEENRENXS, ERDICRHAFAMNRER.

The confidentiality obligation in respect of any information obtained during the term of this

Agreement shall survive the expiration of this Agreement for a period of five years.
7
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PAEEBLEBEN. FRERE

Purposes, Methods and Scope of Personal Information Processing

W5 F BRI | ARMLERN. TRAEELELENAEE. BIESE
S—FELBARE, A HNEEBTADIGIRRBE R 1 NAZFRIAL
AN ITER).

The Parties agree to jointly process personal information in accordance with the purposes,
methods and scope of processing as agreed in Annex 1 hereunder. Without the prior written
consent of the other Party, neither Party shall, during performance of this Agreement, process

personal information beyond Annex 1.

BRIFRBERHAE, EM—ATRELEDAGREIAE, UTHERRIN 1) ARREBR
DH/NEMEIAR, UK 2) MEFEEREHRAFREA.

Unless otherwise expressly agreed, neither of the Parties may create copies of the personal
information, except: (1) copies that are necessary for disaster recovery back-up, and (2) copies

in order to comply with the retention period as statutorily required.

AHNAZNHERCEFNNNRTEPERNHAT RESF—HEEPERE, EA
—HAREREMSMNIBHRENSILBATBEXPARE, SEEAPAGEEER
EREMSMIEfBERSHX.

The joint processing activities as agreed in this Agreement shall be limited to the territory of
China. Without the prior written consent of the other Party, neither Party shall access or provide
the opportunity for others to access relevant personal information outside China, or cause any

personal information to be transferred to other countries or regions outside China.

ERXEMHIE

Compliance Obligations and Responsibilities

W AL E L EEN FHREADERADIAGERE, 8—HREBETEERPE
BFEMI T E AR S IE K.

The Parties shall act as Joint Processors with respect to personal information related to this
Agreement and each Party shall comply with all applicable requirements under data protection

laws and regulations respectively.

BRIESERHBAE, WHEEBRNETHRDAEELE BRI HHREAFEADIL
WENPAER, HEZRIZEMBRADIGEZN P AEEIN P AGERRHITER KL
B, BAFTHRTENNTAGERTER, HANGIEPRREEER ERER. MREY
BRIPEBIVEAN AW ENARR ZHEUBEE XD S —H RS U BERH.

8
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5.4

5.5
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Unless otherwise expressly agreed, the Parties agree to ensure that the personal information
related to this Agreement will be stored only for such period of time that is necessary to fulfill
the purposes of processing, and immediately delete or anonymize the personal information
related to this Agreement once the purposes are achieved. The Parties shall also ensure that
the personal information cannot be recovered, and prove to the other Party that it has fulfilled
the aforesaid requirement. If the deletion of certain personal information is not permitted by
data protection laws and regulations, the Party shall provide sufficient reasons in writing to the

other Party.

M REFRDAGEELBLEEN /T, UEE. BER. 5TERNESXEHEMR
XNABERRIPER, BEMRR. ARXHHEFHEFEAEDAGEEEEREM
FEx iR, UENEXERLEENANEENAEGZHE. HENZERERR. R
HYDPABERHRFITERES, FRSAXPAGEEANELRERE.

Prior to carrying out the joint processing of personal information, the Parties shall jointly
formulate the relevant personal information protection policy in simple, transparent and easy-
to-understand language, and provide personal information subjects with the original text or link
through website display, paper, e-mail or otherwise to inform them of the specific arrangements
for the joint processing of their personal information, the corresponding security measures, and
the channels for exercising rights with respect to personal information, and obtain the prior

written consent of relevant personal information subjects.

[ERE: Fr/Z%/X] NATRIEN D AEEEERITEANNFAIERK. MREM
—HREDPAGEEFHREMN. HR ERAENESZ—HFATHNFIER, WEIFRH
— I RBZRFEREL S — A AFTAE. W NEMREDAEEEEMRFIERGE
BTN EHBIM R

[Please fill in: Party A/Party B/both Parties] shall be responsible to respond to the requests
of personal information subjects for exercising their corresponding rights. If either Party
receives any request made by the personal information subjects for which the other Party shall
be responsible according to the aforesaid agreement, the Party receiving such request shall
transfer such request to the other party for handling. The Parties shall provide each other with
necessary assistance and support in responding to the requests of personal information

subjects for exercising their rights.

N & BYHES5AEN AERNARBTEERP .

Both Parties shall provide data protection training to their own personnel involved in the

processing of personal information.

ﬂﬁﬁﬂﬁﬁ%ﬁﬁ%ﬁﬁﬁ@&%?ﬁ%ﬁﬂA%ﬁ%ﬁgﬁf IRARIEEIRRIP

ERINEM, EA—NHREEGTMNZNBERELNATAR (WNZLZERATA X
9
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6.1

6.2
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BREATA DPABRRIPATASE), RANIUBEEXETES, FEH—THR
HIZEARHIFMEXR T Ko

Both Parties shall provide each other with the detailed contact information of the contact person
for data protection and information security. If either Party is, in accordance with data protection
laws and regulations, obligated to appoint cyber and data security officers (e.g. cyber security
officer, data security officer, personal information protection officer, etc.), such Party shall
appoint such officers in writing and provide the other Party with the contact details of such

officers.

BRIESERENE, §—HNEEREBEENBITAMLSIIRTNX S A=A %
Ao

Unless otherwise agreed in writing, either Party shall bear all expenses incurred by it in

performing its duties and obligations hereunder respectively.

BERRe
Information Security

W7 RARREARRIPVERIEN, BEELEESNEHEENERERIFLEEZ2E
TERAEBADVS RO PABE, UHERENAERREEN. TIRAMUEEEH
H&ZIE, U EREBNESTAEADNIIT M AGESNHRAFFESER.

Both Parties shall, in accordance with data protection laws and regulations, process personal
information involved in this Agreement by implementing data protection and information
security measures that are appropriate to the risk associated with the processing activities in
order to prevent the occurrence of personal information security incidents. Regardless of the
expiration or termination of this Agreement, the aforesaid measures shall be applicable as long
as each Party processes personal information under this Agreement.

MG NEIREANERER %ﬂ%§o%@ﬁﬁmﬁ,E-E%ﬁ%ﬁ%ﬁi%%ﬁ
BRIPREEREHEE, THRREHETT. N TFHEEXRER MR, §—HIETIC
RIHRILSE . BREFRPAEEL2ERELSBEUTHE:

Both Parties shall establish their own information security management system. Considering
the relevant risks, each Party shall determine data protection and information security measures
that it needs to implement, and shall regularly review and amend the same. Each party shall
document the identified risks and countermeasures and ensure that the measures are
implemented. Data protection and information security measures shall at least include the
follows:

(1) IPAERAEN A KIS THIR T B ;

physical access control over the location and area of personal information processing;

(2) SEHRFFEHES, BILEREFNWAREHAEELERS;

10
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6.4
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implementing system access control to prevent unauthorized personnel from using the

data processing system,

(3) XA PEALKIELE RGN REITIES;

controlling the users’ authorization to use the data processing system;
(4) XEEREHESEPMNIZEER. 26 BSHETRERS,

implementing disclosure control over the reading, copying, modification, etc. in the data

transmission process;

(5)  NEIRAMIRRIELEEMIERE

implementing retrospective checks on data processing operations;
(6) WMRDSEERHETERRIPRERLREEE;

ensuring that subcontractors also comply with data protection and information security

measures;

(7) WERDPABEETEXRIMRIREER, HEBXRIMBFHEREALHRE;

ensuring that personal information is protected from accidental damage or loss, or can

be recovered in time after accidental damage or loss;
(8) SLEESBEER, NETFAEBMBENEIEHRTSALE;

implementing data segregation measures to separately process the data collected for

different purposes;
(9)  FIEFHEEADAE S RIPINFOH EE .
formulating and implementing personal information protection rules and systems.

MEM—HBER, 5—HRIREERFLERREREENSSREE TS,

At either Party's request, the other Party shall provide information as to the implementation
status on the data protection and information security measures.

ESFHUERT RN EZ NI, IEABRELBERERIP R EEZLBIENER
—. EERRLEAERIIAIE, FI201S027001, AIE N AN LHEIRGFEIREERLH

MHER. M, ZEANEREBRIRNZEEE. IRERELBEERPEEER

SEBHREREIEZEIANE, BAZEIMNEN S ERMHE T A<

Compliance with approved codes of conduct or an approved certification procedure may be
included as a factor for substantiating the effective implementation of data protection and
information security measures. Certifications of the information security management system,
such as ISO 27001, may also be included as a factor for substantiating the effective

11



7.1

7.2

8.1
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implementation of data protection and information security measures. However, such
certifications shall not replace examination in individual cases. If such certifications are
included as a factor for substantiating the effective implementation of data protection and
information security measures, they shall be appended to this Agreement.

BERE

Regulatory Inspection

MR %%Hﬂ?-ﬁﬁVﬁ-Hﬁ%%hlﬁkﬁﬁxm&%%%ﬂﬁﬁﬁﬁﬁﬁﬁ
SRR, BiZEHEES AMIE RN AR ME A IXNETT, %R ZRBEEN
w—ﬁcww%%ﬂéﬁ\WW\E%MEXA@%%E%,ﬁﬂﬁ?&ﬁxéﬁﬁﬁ
REFE=NHARNEMENKE TS, BEAMUNET, ZH N ZEFEAZBE
BEH—T3.

One Party shall inform the other Party in writing without delay of any control procedures or other
compulsory measures that are imposed on it or its IT infrastructure and system by regulatory
authorities, which are in relation to this Agreement or may affect the performance of this
Agreement. In the context of seizure, confiscation, judicial inquiries or other law enforcement
actions by relevant authorities, or in the context of insolvency proceedings, reorganization
proceedings or other actions of third Parties, which prevents the performance of this Agreement,
the Party shall inform the other Party of such circumstances in writing without delay.

ERRFFAMENELT, MR—GEZEH Tﬁ%uxTiﬂmAkhuﬁ%mﬁ
B, NESHEEMERRRIGE, MRBREDERBRZEFDIAGENRE, BRE
—HPEER, %I NMFREEXDABERRSBIREL R ILETIR FRATR ﬁ%ﬁz%
HEMEME=77

Under the context of the above clause, if one Party accepts an inspection, access or other
authorized access in relation to the personal information processed by it hereunder, it shall take
adequate measures to ensure the security of the personal information and without the written
consent of the other Party, such Party shall ensure that relevant personal information will not
be disclosed to any third party other than the relevant Parties stated in the above clause.

PMAEEREEH

Personal Information Security Incident

—HRAZHES—HREEAEERFZ2RE (FZREADINLAENDAEENT
BECRERNBIR, =X, B, KEXHE), HREXGHEERENLE. NE
A—HRELERPE RN PACENEZENANERREEN, ZHNRRBAS—T
(BEMER TARS@BHEMEE DR EE 24 /N o« W5 RARTE SRR A EFER
AT —H .

One Party shall promptly report to the other Party on any data protection security vulnerability
(in respect of the inadvertent or unauthorized destruction, loss, modification, disclosure or
access of personal information processed under this Agreement) and promptly deal with such

12



8.2

9.1

9.2
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vulnerability in accordance with the Parties’ negotiation results. If personal information security
incident occurs when either Party is processing the personal information relating to this
Agreement, such Party shall notify the other Party as soon as possible (and in no event later
than 24 hours after it becomes aware of the aforesaid situation) of the incident. The Parties
shall evaluate next steps in accordance with data protection laws and regulations.

REZH—THER, REDAGELREEMHN—TTRRBEEERRTUTHER: (1)
RIRREUBLERIEFHIR N ABERREEN, SFEERRTFLEIEELE. WEE
KBIRANPAER (ﬁD_T'T)\ HER—IAERA R F R 2 IEM M. TR
RAMARZEHRSE; (2) BF—HRHEDABEZEEMHNICR, FREJTTHIF
Eﬁmﬁ,ﬂﬁ%MMMWﬁiﬁfi MPANEBE .

Upon request of the other Party, the Party encountering the personal information security
incident shall take measures including but not limited to: (1) taking all measures necessary to
clarify the matter and remedy the personal information security incident without any delay,
including but not limited to stopping illegal processing, recovering lost or damaged personal
information (if feasible), eliminating all impact caused by illegal processing methods or
measures, upgrading and optimizing technical and organizational security measures, etc.; (2)
providing the other Party with the record of the personal information security incident and,
based on the assessment and decision carried out and made by both Parties, report to relevant
regulatory authorities and/or notify the personal information subjects.

AR B 2 1

Term and Termination of this Agreement

AHNERTEZET | FAE 1 &%, ﬁﬂ%ﬁﬁ[ﬁﬁ%%@%ﬂw AE—
FER AN EIRRFERIDVENNER, RS —HE T ERENNA DR
FTHRFMFOFNERAT, Z—HARE (1) ZEERZGEERXT ﬁ FREABRK
MR (NERO<S. ERAR. BAMKEES) EFHIOERDIAGER RN ZS
WBe; R/ (2) 2PEBRIZTZIERMYBARFIBENTE. RIHRRIR [30]
HE@mBHMZHAMNER, TFEMIEHSRT BRI

This Agreement shall come into force on DD /MM /YY after execution by both Parties and shall
remain in force for please insert the term of validity. If either Party breaches this Agreement or
any of the requirements under data protection laws and regulations, without prejudice to the
rights and remedies of the other Party under the laws and regulations and this Agreement, the
other Party may: (1) immediately request such Party to cease the relevant acts and take effective
remedial measures (such as change of password, recall of authorization, disconnection of
network, etc.) to control or eliminate the security risk to the personal information; and/or (2)
terminate this Agreement upon written notice to such Party without any liability of breach. Party
A may unilaterally terminate this Agreement without any reasons by giving 30 days written
notice to Party B in advance.

AIUHARER L LER, EA—75H50 1) BB ESTAREMAE—HRBEIARER
ﬁmﬂﬁmiﬁﬁﬁkhuiﬁ(Akmuﬁm)m%(ﬁﬁﬁéﬁﬂﬁﬂﬂ%ﬁ%%

13



9.3

9.4

9.5
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ARAENDIARBER), BF—HHTERE; HE, 2) ERFZ—HERE, RIELER
PERMENMNERNGRERBESFEAMS— HEﬁAkhuﬁﬁﬂ AOEEPSe
AER, BRAFTHRIENNTAGRHITER, HEASZ—HIEREETK LREXK.
WRBIFRRIPEEFIEZARNAFWREFEDAGE, RORUBEERAEAZ—TRDH
ARIEH .

Upon the expiration or termination of this Agreement, either Party shall: (1) return to the other
Party all documents and personal information processing (personal information using) results
(including personal information held or processed by other processors entrusted by it) that it
does not have but the other Party has the right and interest in the use of personal information;
or (2) upon consent of the other Party, delete or anonymize relevant personal information that
it does not have but the other Party has the right and interest in the use of personal information
in accordance with the requirements of data protection laws and regulations, and ensure that
the personal information cannot be recovered, and certify to the other Party that it has fulfilled
the aforesaid requirements. If the deletion of certain personal information is not permitted by
data protection laws and regulations, the Party shall provide sufficient reasons in writing to the

other Party.

WR—FEXFRE S —AET AP REMNENDANEE UBITERERFEZRIE
ﬂ%ﬁﬁﬁXw,WTﬂ CEARERUTRE: (1) %757 RNEEFEIRRPERM
EFGRHIMEX SRBENEEFEEAREZEIAGEN—MEIA; (2) ZHRIDZ
”AAEUMT%ﬁ FHZ IEBRFFAEFIR ﬂb%%ﬁﬁﬁ?%ﬁz%%%ﬂo

To the extent that one Party is obliged to retain any personal information provided by the other
Party under this Agreement in order to meet mandatory obligations under data protection laws
and regulations, the following provisions shall apply: (1) the Party shall retain one copy of such
personal information only to the extent and scope necessary to comply with the mandatory
obligations under data protection laws and regulations; (2) the Party guarantees the
confidentiality of such personal information and will stop any processing activities other than
storage and taking necessary security protection measures.

EADSHIRBE#RRZ LR, RE-HGNRES—HRHMEMDIAGR, WRGESE
9.3 ZKFTE 10.1 FIUT BINFI AN SR A RE K

The rights and obligations of the Parties under Clauses 9.3 and 10.1 will survive the expiration
or termination of this Agreement for as long as any personal information provided by one Party
remains in the other Party's possession.

WREMBE=FRBZHZHEROBERANIE S BRELMEEWRRN S, HF
ZEMEEWSEAIRMEE, RHAEREBEBHE AL ERFBEENFT(E.

If any third party acquires a majority of shares or voting rights or all or substantially all of assets
or business of Party B or there are material changes in the main business of Party B, Party A
shall have the right to terminate this Agreement upon written notice without any liability for
breach.

14
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10.1

10.2

10.3

10.4
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A%
Miscellaneous

EAZN S —AMEXEK. BEVNMEZENAL. RE. AE5. SRRAMEEK
EHREEER S AIE R EMEMRFISLOFNERT, EF—77 MatE RS
RAMLAENITASEI S ZBRMAERE. X Aft. #Hif. WENEH, &
EDZNES SN ﬂﬁi%AMh%%WYAAEUEWY&H%HﬁAAEEiEWhE
FEMERIFIER, B —HMEXE. WENMEEENRT. RE. AEF. 8%
RAMEBEBRHEGEE, ARTIHERRZIRE.

Without prejudice to any other rights or remedies of the other Party, its related parties, affiliates
and their respective employees, agents, contractors, senior officers and directors under the
laws of China or in connection with this Agreement, either Party shall be liable for all losses,
expenses, liabilities, claims, damages and fees, including legal fees, loss of profits or revenue,
and/or any claim or allegation brought by personal information subjects or government
authorities regarding the processing of personal information, arising out of or in connection with
any breach of this Agreement, and compensate the other Party, its related parties, affiliates and
their respective employees, agents, contractors, senior officers and directors, defend for them
and hold them harmless.

RBEBRERIPEREIDENANME, EXRGFEAMYIA THELENAFEEmMYPAER
MEEFIRER, W7 G ROEITINEIBERTTE. WM AEIRR X BT HERER
EeBlmES — Hﬁﬁﬁm TEDE, MREM— TR IENEF TEBEENATEMDE,
WizHmHEREH—T51E

In accordance with the data protection laws and regulations, the Parties shall assume joint and
several liability to the damages of personal information rights and interests arising from joint
processing of personal information by the Parties hereunder. Each Party shall bear the share of
responsibility in proportion to the extent of its fault, and if the joint and several liability of any
Party exceeds its share of internal responsibilities, such Party is entitled to claim compensation
from the other Party.

AR EAETBOMEE. HRREITFRTNELBERE.

Any Changes, amendment or revisions to this Agreement and any part thereof require the prior
written consent of both Parties.

RPN B RN E 1T M&E$MWﬂi&%zﬁ%MEﬂ%qu$l%¢ o
AP F=E RS ZBANFNE [() %R [(EERBR] AENF IR BIR;
:%lhx§¢llh%%f%@ﬁéi AR [E0F IBRAESL IS M) 3
(i) Rl AR — ]

The execution, interpretation and performance of this Agreement and any disputes arising out
of or in connection with this Agreement shall be governed by laws of China. Any dispute arising

out of or in connection with this Agreement shall be [(i) resolved in accordance with the dispute
resolution approach agreed in [name of the master agreement]; or (ii) submitted to China

15



10.5

10.6

10.7
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International Economic and Trade Arbitration Commission for arbitration in Beijing.] [Note:
Please select either (i) or (ii) based on the actual circumstances.]

ARDEEMFRBPONE AR AT, HEFRNTRIEER A DILAE
sk, BRBERZHTHMEZHNFRNAE BRI NFER.

If any provision of this Agreement is held to be invalid or unenforceable, the invalidity of such
provision shall not affect the other provisions of this Agreement, and all provisions that are not
affected by such invalidity shall remain in full force and effect.

R R A AV ER TS, SAMUEXEFREFR.

Any Annexes to this Agreement shall be deemed as an integral part of this Agreement and shall
have the same effect as the text of this Agreement.

APPIAR IR BH, BRRXAEFEEAER, UHX A,

This Agreement is written in Chinese and English languages. In the event that any discrepancy
exists between the Chinese and English versions, the Chinese version shall prevail.
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%710 /Signature page:

BJ5 /Party A: Bl st itbAbE A 2. /Click here to insert.

AR ]| AL F /Signature of authorized 5 XX &R A % F /Signature of authorized

representative: representative:
& /Name: #Z /Name:
BRSS /Title: BRS5 /Title:
HHj/Date: H#j/Date:

Z )5 /Party B: = el St 4bhia AL . /Click here to insert.

AR R/ AL F /Signature of authorized 5 XX R A % F /Signature of authorized

representative: representative:
& /Name: #Z /Name:
BRSS /Title: BRS5 /Title:
HHj/Date: HHj/Date:
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B 10 BiELEES

Annex 1: Data Processing Questionnaire
KRR <P ABEEHEBLEDID BIHREBS -
This Annex is a part of the Personal Information Joint Processing Agreement.

1 FESR

Subject Matter

BEHFARARREEES DR HE B XA E e E M (BRSS) I (CHERI) . W5
E1ERR, DARIMAS R/ HAEPAGER. W WHFEE XXX I, J3 XXX BRYE &
/HRAEBEPAGER (BENDNAEE TR 3 KIES, RENRS FAKSE 5 FEE).
Please describe if the Master Agreement or other (service) agreement (“Relevant Agreement”) exists,
to which the above joint processing relates, the content of parties’ cooperation, and how the parties
involve in and/or process personal information. For example, both parties sign XXX Agreement,
involve in and/or process personal information for the purpose of XXX (the specific personal
information should be filled in Section 3 and specific services should be filled in Section 5 under this
Annex).

2 R

Term

ERRMERSR, WSEXMIXNHRER, WEAMEKMIXAHAR.

Please specify the applicable term. In case the term is the same as in the Relevant Agreement, please
fill in the same term.

3 FENAGEHEE. REE. ¥E

Types, Level of Sensitivity and Volume of Personal Information Processed

I AERBMEE (Hi, PABRGEEXEMBHTIIL), ~6): &5, i, BIF,
AF D, ZKiE (FRmAGEE), EAFRE, TA&EE, BMES, BT,
ZRIFS, BRIFAMES. EHEES LD AGEEBNEE, THt.

Please list relevant personal information types (bold and underline Personal Sensitive Information),
e.g. name, address, phone number, user-ID, vehicle data (please specify the specific types), credit
card data, customer profiles, ID_ number, scanned copies of ID card, driving license number,
scanned copies of driving license, etc. Please describe the volume of each type of personal
information. Can be estimated.

4  BUEGE. REFH AR

Locations and Durations of Data Processing and Storage
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BIERME N AGERRAELREN R, W EA—THTHEERLOHENLE, UKL
BEFNAMNZEBN (22 HEDAGERMMIL, Bl LR RrET.

Please list all the locations where personal information will be processed and stored, for example,
either Party’s data centers or offices and all locations from where (remote) access to personal
information for testing and maintenance purposes takes place. Please specify the city of the above
locations.

Purposes, Methods and Scope of Personal information Processing Activities

(1) BFEMARANFERDNIATHELENCAGENEN, WHNAENEEER; (2) &
AN & BB R FXFBRN; (3) WMEKE, AR ERREA—T i RER
T,
(1) Please briefly describe the purposes of both parties with respect to joint processing of personal
information under this Agreement, such as the scope of cooperation agreed in this Agreement; (2)
please describe the respective authorization, methods and purposes of the parties; (3) If necessary,
the security measures required to be taken by either Party can be specified here.

6 MFERPAGERERE

Personal Information Subject Involved FEZAHIGEE N, HLEMENNALG EFRFFIREE
XENBERAAN (PAERTE) MTAZR: In the context of this Agreement, the natural
persons (personal information subjects) identified or associated with the personal
information jointly processed are as follows:

BEARIR KB LN ABEBFRRSHE R ERALE, g0, ERARNES, XXX IR
FHER, WX?%M%P,EM HYEE. AEHNESBEFZEME, FEEAXNFEH
WHISIA: B, X/ BHESE XXX FEMERDVSEMAR. "ESRTH 14 B%
REEARNAER, B BHBERRE.

Please describe in detail the types of natural persons identified or associated with the personal
information jointly processed, e.g. employees of company XXX, customer of service XXX, users of
application XXX, drivers, suppliers, etc. In case this is already described in the Master Agreement, a
reference to the Master Agreement shall be used, e.g. “the persons concerned hereunder are
described under article XXX of the Relevant Agreement/Annex X.” If personal information of minors
under the age of 14 is involved, please state and describe the reasons.
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